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MERCHANT QUESTIONNAIRE
FILL IN USING BLOCK CAPITALS!

1. Basic information
1.1. Company name

1.2. Brand (DBA) 1.3. Registration number

2. Services requested from the Bank
2.1. Acceptance of payment cards

2.2. E-commerce

Cyclical (regular) payments

3D secure/ Verified by Visa

MOTO (Mail order/Telephone order) transactions

Input of card data

2.3. POS Terminals

VISA Mastercard 

Yes No

Yes No

Yes No

Yes No

On the part of the Merchant On the part of the Partner

Yes No

2.4. BankPay – payment initiation service Yes No

3. Information on company products and services
3.1. Brief description of the goods/services sold

3.2. Do you offer futures services to your customers?
No Yes:

(Please specify)

3.3. Transaction currency(-ies) Payment currency

3.4. Average monthly transaction volume, currency: PlannedCurrent

3.5. Average transaction amount, currency

Cheapest good/service – amount, currency Most expensive good/service – amount, currency

Are there payment/tariff plans in place? No Yes:
(Please specify)

3.6. What is the longest term of delivery of goods/services?

3.7. Volume                    and number                   of chargebacks (         % of monthly)

3.8. Volume                    and number                   of fraudulent transactions (         % of monthly)

3.9. Have you had any fraud, chargeback or non-compliance cases before?

No Yes:
(Please specify)

3.10. Planned buyers by country of residence (%):

Latvia

3.11. Do you provide goods/services using third parties? No Yes

3.12. Current transaction processor (if any)

OtherEU (except Latvia) CIS US & Canada Asia

(check all that apply)

Functionality PISP* 
*Payment Initiation Service Provider *Account Information Service Provider

AISP*
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3.19. Is an Affiliate programme in use?

(E-MERCHANTS ONLY)

3.13. Demo access credentials: Username Password

3.14. Address of storing goods sold on the website (if any)

3.15. Describe your transaction cancellation and refund policy

3.16. What customer identification and transaction data are stored

3.17. Will data on payment card users be available after transactions are executed in your system?
No Yes:

(if so, please specify duration)

3.18. Is the company PCI DSS certified (compliant with the Payment Card Industry Data Security Standard)? No Yes

No Yes (please specify)

4. Payment card processing location (point of sale)

4.1. Website (active since      ), website
d d / m m / y y y y

4.2. How many websites are you managing; please, name them

4.3. Activity type/preferred MCC (Merchant Category Code)

4.4. Identifier(s)
(name displayed in a cardholder’s account statement, up to 25 characters)

Dynamic identifier Static identifier

(POS MERCHANTS ONLY)

4.5. Point of sale (store location/address)

4.6. Open for business: days hours

5.1. Please describe the activities performed in order to prevent fraudulent transactions (procedure, monitoring system 
vendors, outsourcing service providers, other relevant comments)

(E-MERCHANTS ONLY)

5. Transaction monitoring

I HEREBY CERTIFY THE INFORMATION PROVIDED AND UNDERTAKE TO NOTIFY THE BANK IMMEDIATELY IF ANY CHANGES TO THE INFORMATION ARE MADE

6.5. Date
d d / m m / y y y y

6. Client1

6.1. Surname, name of the Client’s representative

6.4. Place of signature 

CONTINUATION

(country, city)

1 Ignore this section if the document has been drafted and signed in accordance with the applicable legislation for formatting electronic documents (using a secure electronic 
signature).
 If the document has been signed electronically using “Digipass key (S)”, please fill out the following fields only: “Surname, name”, “Digipass key (S)”, “Date”.

6.2. Signature 6.3. Digipass key (S)
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