
SUMMARY OF API DOCUMENTATION 
OF BLUOR BANK AS

In accordance with the requirements of the EU Regulation 2018/389 (RTS), BluOr Bank AS offers API interface enabling the 
account information service providers and payment initiation service providers (hereinafter — TPPs) to provide services for 
PSD2.

The interface has the same level of accessibility and performance as the interface available to the Internetbank users. 
Acessibility and performance statistics are regularly published on the Bank's website.

Following technical means are used for the operation of the interface:

 � Protocols: HTTPS, TLS 1.2

 � Specifications: ISO 639-1

 � Methods: POST

 � Data interchange format: JSON

 � Date format: GMT

The interface provides for the following basic features:

 � the possibility to connect the Bank's infrastructure with TPPs solutions;

 � the possibility for TPPs to safely communicate and exchange data with the Bank;

 � the possibility for TPPs to identify themselves through the use of certificate;

 � a safe authentication procedure that complies with the requirements of the Regulation.

The interface provides for the following basic features:

 � Connection;

 � Authorisation;

 � Obtaining additional information;

 � The functionality for account information service providers;

 � The functionality for payment service providers;

 � Document signing;

 � Other information.
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To view full specification of the solution, try-out our API on the experimental platform, and receive additional information, 
please visit the Bank's website: https://www.bluorbank.lv/en/bluor-bank-api.
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